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anada’s Integrated National Security Enforcement Teams (INSET), operated by the

RCMP, have been an integral part of Canada’s post-9/11 counter-terrorism apparatus

for a little over a decade. As with analogous institutions in other countries, the goal
of the INSETs was to counter the problem of 9/11, diagnosed as a failure to connect the dots, by
bringing together all relevant stakeholders into common institutions. This paper is a first step
in studying their emergence and evolution. First, I review the existing literature on evaluating
counter-terrorism, and outline a number of concerns with existing methods. I argue that evalu-
ating the INSETs requires taking three things seriously: first, the limits of the rational model of
cost-benefit analysis; second, the politics of security; and third, the difficulties of doing security
research. Next, I review the history of the INSETs in the context of the RCMP’s national securi-
ty program, noting key points of change. Finally, I briefly discuss how the model of integration
exemplified by the INSETs influence efficiency (the use of resources), effectiveness (how well the
institution works relative to its stated goals), and effects (the impact of policies on politics and
society). The results are preliminary and are part of a larger, comparative project (Kitchen and

Molnar n.d.; Kitchen forthcoming; Kitchen and Rygiel n.d.; Dunton and Kitchen 2014).

WHAT DO WE MEAN BY EFFECTIVENESS?

What does it mean for a counter-terrorism policy or institution to be effective? There are
several conceptualizations extant in the literature. Most focus on outcomes. The most high-pro-
file effort to evaluate counter-terrorism policies is probably Mueller and Stewart’s Terror, Security
and Money: Balancing the Risks, Benefits and Costs of Homeland Security (Mueller and Stewart 2011).
This book uses what it calls “standard risk and cost-benefit evaluation techniques that have been
accepted and used throughout the world for decades by regulators, academics, businesses, and
governments” to conclude that terrorism is a low-risk hazard to which massively excessive ex-
penditures have been applied (Mueller and Stewart 2011, 172). Like other scholars, Mueller and
Stewart’s approach is outcome-based: they calculate loss, risk, and benefits in terms of the proba-
bility of a successful attack and the losses sustained in the successful attack (Mueller and Stewart

2011, 25). They highlight the opportunity costs of such overspending, but lament that Washing-
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ton’s homeland security bureaucracy has become a “self-licking ice-cream cone” that is likely to
persist, despite the best evidence that it should not (Mueller and Stewart 2011, 185). So, effective
counter-terrorism is terrorism that reduces terrorist attacks. Lum, Kennedy, and Sherley (2006)
measure effectiveness similarly: do the measures reduce the likelihood of or damage from a
terrorist attack, or do they discourage individuals from committing such attacks? Van Um and Pi-
soiu (2011) discuss effectiveness in a slightly more sophisticated way. They seek to measure: out-
put effectiveness (whether policies, regulations, or other mechanisms have been implemented),
outcome effectiveness (the measurable effects of policies--do they have the intended outcome?),
and impact effectiveness (does it reduce terrorism?) (van Um and Pisoiu 2011, 3). They illus-
trate the differences between these three facets of effectiveness through the example of targeting
terrorist financing: output effectiveness would measure the implementation of regulations relat-
ed to terrorist financing, outcome effectiveness would measure the number of assets frozen or
the effects on the financing of terrorist groups, and the impact effectiveness would measure the
resulting level of terrorism (van Um and Pisoiu 2011, 4). Each of these perspectives assumes that
we can measure counter-terrorism in terms of efficiency (how much benefit we get from a partic-
ular cost) and outcomes. Other studies look more clearly at effects on society (Crenshaw 2010);
here, the critical literature has been more prevalent. As I will demonstrate, there are a number of
problems with evaluating effectiveness in terms of outcomes. Some of these are inherent to the
domain of counter-terrorism, and others are inherent in the positivist, rationalist methods used

by most scholars to evaluate counter-terrorism.

Counter-terrorism institutions are complex concatenations of actors, policies, formal and
informal organizations that cross the boundary between the domestic and the international as
well as the boundary between the public and the private. Evaluating them as institutions neces-
sarily requires drawing boundaries where evaluation will begin and end: it seems unlikely that a
single study will be able to evaluate all the actors connected with a single institution. Moreover,
it is not always clear what should be analysed. Even restricting the set to institutional effective-
ness, one must ask whether security institutions should be analysed on the basis of what they

are supposed to be doing (according to legislation and other guiding documents) or what they
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are actually doing (Gerspacher and Dupont 2007)”plainCitation”:”(Gerspacher and Dupont
2007. The field of counter-terrorism is characterized by mandate expansion and mission-creep.
For instance, while fusion centers in the United States are supposed to have a mandate for data
analysis and dissemination activities (Department of Homeland Security 2012), there is evidence
that many fusion centers are engaged not just in data analysis activities but also data collection
activities such as monitoring websites or processing footage from law-enforcement cameras, and
also that they store data as well (Citron and Pasquale 2011, 1451-1452). In Canada we have seen
the creation of new categories of threat, notably “multi-issue extremists” (Monaghan and Walby

2012).

Even if an analyst makes a decision to focus on one or the other, there is still the matter of
working out what the goals of a particular institution are. These are not always well defined, or
articulated in terms of what an organization should do rather than why it should do it (Depart-
ment of Homeland Security 2010). While this may make evaluating success in terms of expec-
tations straightforward, it makes it more difficult to evaluate outcomes. Furthermore, different
parts of an organization may have overlapping goals. While this is a problem for institutions
from the perspective of being inefficient (Jiao and Rhea 2007, 393), it is also a problem from the
perspective of measuring effectiveness. In some cases, mandates may well be contradictory. The
goals of effectiveness and accountability may also be in tension, and the creation of new net-
works sometimes favours effectiveness over accountability (Gill 2009). Similarly, political goals
must be balanced with efficiency goals. There is some evidence that the tendency to gather more
and more information for fear of missing something may be problematic not only from a priva-
cy perspective, but also from an efficiency perspective: more information might actually make
it more difficult to find the piece of information you want (the needle-in-a-haystack problem).
Finally, some goals may have a very long timeline. In the case of preventing terrorist attacks
through preventing radicalization or fostering resilience, the timeline may be measured in de-

cades or generations. How do you measure effectiveness along the way? (Pantucci 2010).

Evaluating counter-terrorism institutions from a critical perspective exposes a key problem

with the efficiency- and outcomes-based perspectives described above. Most obviously, trying
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to measure success of the goal of preventing terrorist attacks quickly becomes ridiculous, par-
ticularly to those without access to detailed intelligence information because they are forced to
distinguish between terrorist attacks that did not happen because of preventive measures, and
terrorist attacks that did not happen because they were not going to happen anyhow. Deterrence
may be effective, but it is hard to measure from any perspective. Moreover, terrorist goals and
counter-terrorist institutional goals may be at odds: if it is a goal of terrorist groups to generate
overspending by governments’ counter-terrorism programs, then they may achieve their goal

at the same time as policy makers achieve theirs—reducing terrorist attacks (Perl 2007). The most
important challenges to the measurement of effectiveness, however, are rooted in the differences
between critical and rationalist methods. These are the failure of rational calculus, the exception-
al nature of security, the need to evaluate effects as well as effectiveness, and the difficulties of

doing security research.
LIMITS OF COST-BENEFIT ANALYSIS

Rationalist studies of counter-terrorism use a standard cost-benefit analysis, asking, broad-
ly, whether any given policy, practice, or institution has made society safer. Such arguments are
based on the idea that it is possible to make calculations about tactics, risk, and probability. How-
ever, the difficulty with this perspective is that terrorism is a low-probability event, so there are
mercifully few cases to analyse. Moreover, it is almost impossible to isolate the results of any par-
ticular policy as instrumental in reducing terrorism or deterring a specific attack. There are also
important constitutive effects that are not adequately captured in a rationalist approach. Finally,

we cannot know if non-attacks are caused by government actions or some other factor.

Terrorism is a low-probability, high-risk event. Models such as that of Mueller and Stewart
(2011), which focus on the probability of an attack, break down under such circumstances. Ulrich
Beck (2006) argues that rationality “encourages the anticipation of the wrong kind of risk, the
kind we can calculate and control, whereas disaster arises from what we do not know and cannot
calculate” (330). Thus while democratic governments may curtail civil liberties in an attempt to
provide security, such efforts are doomed to be ineffective (330). This should suggest to us that

rational calculations of cost-benefit analysis are not necessarily a good way to analyse effective-
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ness. In contrast to Beck, Aradau and van Munster (2007) argue that we have to take into account
the fact that risks are socially constructed. They are not objectively “out there” to be known or
not known, as Beck argues. Rather, we render them calculable and knowable by the ways we
think about them (Aradau and Van Munster 2007, 96). For instance, migrants are sometimes
constructed as a security threat although there seems to be little objective evidence that they are
any more likely to be a threat than others in the population (Huysmans 2006). Aradau and van
Munster (2007) argue that when faced with the possibility (and unknowability) of a catastrophic
future and the uncertainty of whether it will come to pass, governments turn to precaution as a
way of governing the future (100). Governments employ the technologies of attempting to main-
tain zero risk, basing projections on worst-case scenarios that expect irreversible damage, and
shifting the burden of proof to citizens, not intelligence officials (Aradau and Van Munster 2007,
103). Under conditions of uncertainty—where we can’t know what a terrorist attack will look
like, when it will come, or who will perpetrate it-this has the effect of making surveillance and
control mechanisms that act on the whole population more desirable (Aradau and Van Munster
2007, 104). Given the limits of intelligence and surveillance tools, a decision about who (or what)
is a threat becomes an administrative decision based on the goal of maintaining zero risk, rath-
er than a decision based careful weighing of the evidence (Aradau and Van Munster 2007, 106).
In the counter-terrorism context such administrative decisions manifest in subjecting people to
sanctions based on “pre-crime” or “pre-terrorism”, which I discuss below. This failure of ratio-
nality provides a (partial) explanation for the overspending identified by Mueller and Stewart
(2011), but also an argument for why the rational-analytic method will not provide a complete
picture of effectiveness. But what does the failure of rational calculus mean for how we should
evaluate effectiveness? Evaluating effectiveness will be more about identifying conditions of pos-

sibility that enable certain kinds of politics and practices but close off others.
EFrFeECTS NOT JUST EFFECTIVENESS

Perhaps the most important insight critical security scholarship brings to a discussion of
evaluating effectiveness is that one cannot simply study efficiency, one must also study effects.

Measuring efficiency with respect to outcomes is, as I have already discussed, impossible from a
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critical perspective. It may be possible to measure efficiency at a more micro-level, as suggested
by van Dongen (2011). He argues that “rather than identifying metric measures of success for a
counter-terrorism policy as a whole and looking for combinations of measures whose introduc-
tion is followed by desirable scores, such as lower numbers of terrorist attacks” (358), one should
be “breaking up success in counter-terrorism into several separate components, the strategic-lev-
el pillars of a counter-terrorism policy” (358). He argues for identifying the causal chains through
which any policy or part of a policy is supposed to lead to a given outcome. Evaluating effective-
ness, then, is a matter of seeing whether or not the causal chain unfolds in reality in the way that
it was designed to do (van Dongen 2011, 367). This makes sense if we think about causality in
terms of conditions of possibility: does the policy create the conditions of possibility for particu-

lar outcomes that it was designed to create? (see also Lindekilde 2012, 339).

However, this method may still lead to what I call the checklist problem: managerial meth-
ods of measuring effectiveness—that is, measuring effectiveness in terms of metrics that compare
actions to a pre-defined list of criteria—may have the effect of hiding policies or practices from the
public eye. Checklists may create the impression that policies or procedures are apolitical, when
security is always political. For instance, the US Department of Homeland Security’s Baseline
Capabilities for State and Major Urban Area Fusion Centers is presented as a checklist of capa-
bilities and capacities that fusion centers must achieve in order to have the “necessary structures,
processes, and tools in place to support the gathering, processing, analysis and dissemination
of terrorism, homeland security, and law enforcement information” (Department of Homeland
Security 2010, 1). Each capability is described briefly in technocratic language. Several, however,
disguise fundamentally political and contested ideas. “Capability D4”, for instance, states that
“fusion centers shall ensure that analysts are able to understand and identify the links between
terrorism-related intelligence and information related to traditional criminal activity so that
they can identify activities that are indicative of pre-cursor behaviours, terrorist activities, and
threats” (Department of Homeland Security 2010, 19). This capability pre-supposes that such
links exist, and that understanding them is a good way to prevent terrorism. It also creates the

conditions for policies of surveillance and reactions of suspicion from targeted individuals and
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communities.

Solving the checklist problem means being conscious of the political context behind mana-
gerial decisions. Lindekilde (2012) notes that the securitizing move described above is important
not simply because it elevates a matter beyond normal politics and thus beyond normal mea-
sures of efficiency. The timing and context of the securitizing move that elevates something into
a threat may influence the way policy is designed and implemented. The discursive presentation
of a threat prior to policy formulation may affect the way it is formulated, and may continue to
influence the way it is presented. Lindekilde offers the example of counter-radicalization, where
discourses that stigmatize particular communities may render particular policies less effective
or even counter-productive (Lindekilde 2012, 339). The way we talk about policy influences how
well policy works. So, we must not simply consider effects, but also how effects affect effective-

ness.

A critical perspective on measuring terrorism effectiveness must be able to evaluate not sim-
ply whether particular policies lead to the outcomes they were designed to and the political con-
text of the implementation of policy, but also the effects of particular policies. This is imperative
because of the reflexivity inherent in a critical method: just as we cannot know the world except
as it is filtered through the way we think and talk about the world, the way we talk about the
world influences the way the world is. Therefore, short-term and long-term societal effects must
be integrated into our understanding of effectiveness. Two examples make the point here. First,
most arguments about counter-terrorism talk about trade-offs between security and liberty with
the goal of policy to achieve the correct balance between security and liberty. However, some
critical scholars have begun to make the argument that the relationship between these two ideas
is not one of trade-off. Security measures are not eroding or protecting civil liberties. Rather,
security measures reshape the meaning of liberty and freedom. Security is a mode of governing
freedom (Neocleous 2008; Bell 2011). For instance, Colleen Bell (2011) argues that the creation of
the National Security Roundtable in Canada is a mechanism through which the Canadian gov-
ernment has shifted responsibility for identifying and addressing potential terrorists to particular

ethnic groups rather than conceptualizing it as a problem for all Canadians. A second example



© 8 TSAS: Canada’s INSETs

is the example of pre-crime. In the context of high-consequence, low-probability events and the
failure of rationality described above, the way we think about terrorism and terrorists changes as
well. McCulloch and Pickering (2009) argue that under such circumstances, the concept of pre-
vention is equated with “pre-crime”. Prevention becomes a task of identifying people who might
become terrorists, rather than identifying the root causes of terrorism (McCulloch and Pickering
2009, 629). Thus terrorism becomes a “status offence” that targets individuals because of who
they know rather than what they have done (633). So, evaluating effectiveness must take into

account such societal effects beyond balancing liberty and security, or efficiency and ethics.
THE POLITICS OF SECURITY

The politics of security also make it difficult to evaluate security institutions. Claims to secu-
rity are used to legitimate certain kinds of politics. According to the Copenhagen school, security
is a speech act that elevates an issue beyond normal politics, justifying the use of extraordinary
measures (Buzan, Waever, and De Wilde 1997). Therefore, it also elevates it beyond normal
measures of efficiency, accountability, and effectiveness (see Kitchen and Rygiel n.d. on account-
ability). Security is used as a legitimizing discourse to undertake particular practices that would
not otherwise be permitted. For instance, during the G20, the Toronto Police promulgated—and
allowed the media to promulgate—a misunderstood interpretation of an obscure regulation of the
Ontario Government that led to a public belief that stop-and-searches being conducted all over
town by police officers were legitimized in the name of security. This presents at least two prob-
lems for measuring effectiveness. First, it makes measures of efficiency almost meaningless. Even
in a rational calculation, it is, ultimately, a value judgment whether spending an extra dollar on
security measures is worth the marginal increase in safety it provides. Therefore (and second),
we cannot understand effectiveness without understanding the politics of security. Effectiveness
is really only comprehensible in the context of a particular time, place, and set of norms and val-

ues.
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CHALLENGES OF SECURITY RESEARCH

The ability of an outside researcher to evaluate security institutions is rendered more diffi-
cult by the secrecy of security institutions as well as by the subject-position of the researcher. The
research approval process for most security institutions in Canada is long and access to security
officials is always limited. For instance, I embarked on this study hoping to study socialization
within new security institutions. I wanted to interview RCMP and other officers seconded to the
INSETs as a way of understanding the micro-politics of integration. Unfortunately, I was not
allowed to interview such officers, which severely limited what I could say about an important
research question. Research on security in Canada is likely to become more difficult. Recently,
the federal government amended a schedule to the Security Information Act such that it perma-
nently binds current and former employees of most of the government divisions concerned with
Canada’s national security—including the RCMP’s National Security Program—from releasing
“special operational information”, even long after they have retired (Boutilier 2014; P. W. and
G. S. C. Government of Canada 2014). Similarly, the Privacy Commissioner reported in August
2013 that the RCMP had not responded to an Access to Information Provision request in sever-
al months (Minsky 2013). While the RCMP has now resumed responding to ATIP requests and
posting them on its website, it ought not to have taken being called-out by the Privacy Commis-
sioner for the RCMP to fulfill its legal duty. Such difficulties in doing security research are to be
expected. This is, after all, an operationally sensitive area. But it does mean that researchers are
constrained in what they can say and how they can do research. Any evaluation of Canadian

security policies and institutions is always partial.

Security research is also shaped by the subjectivity of the researcher. The researcher’s subject
position in relation to that which she or he is studying will influence the way she or he is able to
measure effectiveness. Gender, age, race, experience with terrorism, experience with bureaucratic
institutions, and the relationship between the researcher and her or his research subjects will all
influence the way the researcher conceives of effectiveness. Someone junior (and female) may

either be perceived as unthreatening and may induce interview subjects to speak more freely,
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or she may be perceived as incompetent and receive the same, basic speech that rehashes what
is available on the website over and over again. A researcher who has spent years developing
relationships with security officials may be trusted with more interesting information or more
candid remarks, but may also, therefore, find it more difficult to speak critically about his or her
friends or colleagues. This subjectivity is inevitable. It is impossible to erase bias. The solution is
therefore not to try to create an illusion of objectivity, but rather to be transparent about the bias,

other kinds of subjectivity, and the ways it influences the research.
THE INTEGRATED MODEL AND THE EvoLuTION OF CaANADA’S INSET's

The idea of putting policing officials with different expertise together in the same operation-
al unit pre-dates 9/11 and has antecedents outside of counter-terrorism. Faced with a threat from
the FLQ in the 1960s, the RCMP, Stireté de Québec, and Montreal Police co-operated in a task
force to respond to the situation and disbanded after the October Crisis in 1970 (Schneider and
Hurst 2008, 362). The idea also has antecedents in integrated homicide squads, and in Canada
integrated teams were used during the 1990s in the so-called Biker Wars in Quebec. Before 9/11,
Canadian officials co-operated with Americans in Washington State on border security issues in
the form of an Integrated Border Enforcement Team (IBET) in British Columbia. The IBET model,
too, was expanded across the country after 9/11. In the jurisdictions where they were established
as a federal government “horizontal initiative” as part of new anti-terrorism funding (T. B. of C.
Government of Canada 2014), the INSETs replaced the RCMP’s National Security Investigations
Sections. They were first mentioned in the media only a month after 9/11 (Steinbachs 2001), and
formally launched in June of 2002 (Woods 2002). They were permanently funded in 2007. The
INSETs have a mandate for collecting and sharing intelligence among partners, enforcing laws
related to national security, and enhancing Canada’s capacity to combat national security threats.
Each INSET comprises representatives from the RCMP, CSIS, CBSA, and provincial and munici-
pal police forces. An initial set of INSETs were created in Vancouver, Toronto, Ottawa, and Mon-

treal, with a new one created in Edmonton 2012.

Beginning in 2004, the idea of integration began to permeate commentary in policing jour-
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nals and professional associations. Municipal police, in particular, lamented their lack of in-
volvement in national security (Canadian Association of Chiefs of Police 2004, 34). In these early
documents, integration is presented as a necessary response to the links between local crime and
global threats (Canadian Association of Chiefs of Police 2004, 34), but is also clearly about insti-
tutional competition for resources: the CAPB, in a submission from the Vancouver Police Board,
laments at length the fact that Canada’s national security strategy, Securing an Open Society (Can-
ada Privy Council 2010), omitted the role of municipal police—and the need to fund them—from
its consideration of counter-terrorism in Canada (Canadian Association of Police Boards 2004,
Annex C). There was a strong sense that the drive to integration was not being matched with a
governance structure to ensure the recognition of each others’ roles and responsibilities (Cana-
dian Association of Chiefs of Police 2004, 33). Eventually, in 2007, the Canadian Association of
Chiefs of Police, together with CSIS, hosted a conference to come up with a set of principles for
a “Common Framework for National Security” for Canadian law enforcement agencies, which
stated that they would use “integration as the foundation of LE’s [law enforcement’s] strategy

to investigate NS [national security] criminal activities” (Canadian Association of Chiefs of Po-
lice 2007, 6-12). By this time the idea of integration was well-entrenched, and the concept had a
central role in Canada’s counter-terrorism strategy released in 2011, Building Resilience Against

Terrorism (Government of Canada 2013).

The most important facilitating condition for integration in Canada was the terrorist attacks
of 9/11. A few days after the attacks, the RCMP initiated “Project Shock”, a task force dedicat-
ed to tracking all the public’s tips about terrorism in the immediate aftermath of 9/11. This was
eventually expanded into Project A-O Canada (named for the RCMP divisions involved), the
initiative that infamously shared information in unauthorized ways with American officials,
ultimately resulting in the detention of Maher Arar. Falconer and Mathai (2006) argue that the
mandate of prevention (of terrorist attacks) quickly came to overshadow the RCMP’s tradition-
al mandate of prosecution, and that the culture of national security within the RCMP shifted
quickly to one in which the “rules that governed transmittal of information no longer applied”

(Falconer and Mathai 2006, 57). This culture was entrenched, they argue, with the passage of Bill
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C-36, the Anti-Terrorism Act, that granted the RCMP new powers of investigation and created
specific terrorism offences in the criminal code (Falconer and Mathai 2006, 60). This prevention
culture created the conditions of possibility that allowed the RCMP to investigate Maher Arar on
the slimmest of suspicions. This distinction between a national security intelligence investigation
and a national security criminal investigation became important in Justice O’Connor’s report into
the Arar investigations, and ultimately the basis for institutional changes in how the RCMP and

CSIS work together (Falconer and Mathai 2006, 61).

There was a general consensus among the interviewees that Canada was not headed down
the path of integrated policing units; that is, there would not have been INSETs had 9/11 not
happened. Rather than being explicitly modeled on any of the previous integrated units, the
inspiration for INSETs seems to have been community policing: the idea that terrorism was such
a complicated phenomenon that, as in community policing, all stakeholders needed to be in-

volved. INSETs and IBETs were created quickly.

The other major facilitating condition for the creation of INSETs was the inflow of extra
money for security after 9/11. New money for national security totaled $8 billion in the first five
years after 9/11, of which $1.6 billion was allocated to intelligence and policing (Secret Service,
435). According to an Audit of the Public Security and Anti-Terrorism Initiative in 2009, thir-
ty-five departments received $12.9 billion in funding between 2001 and 2009 (Fitzpatrick 2013).
Without this influx of funds, the number of individuals working on security within the RCMP
is unlikely to have bloomed in the way that it did: immediately following the split between the
RCMP and CSIS in 1985, approximately twelve individuals worked on national security criminal
investigations in the RCMP headquarters (Anonymous interview, 2013); by the time of the Arar
investigation in 2004, Toronto’s INSET alone, for instance, comprised of fifty-three RCMP mem-
bers, two RCMP civilian employees, and twenty-two seconded employees from other security

agencies (Whitaker, Kealey, and Parnaby 2012, 441).

Two Commissions of Inquiry were also fundamentally important for the development of

national security policing, the operation of the INSETs, and information sharing after 9/11: the
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Major Commission on the Air India bombings, and the O’Connor Commission on the Maher
Arar investigations. The O’Connor Commission reported first, making a number of recommen-
dations to the RCMP and the Canadian government. Most importantly for the purposes of this
paper, it mandated a clear delineation between the activities of the RCMP and CSIS. In response,
the RCMP and CSIS signed a Memorandum of Understanding outlining their respective man-
dates and how they would co-operate in future-through a process of deconfliction at the highest
levels (RCMP National Security Criminal Investigations 2009; Blaze Carlson, Hui, and Thanh Ha
2013). The process of integrating intelligence and policing became more formalized and more
process driven (anonymous interview, 2013). While this trend to formalization might have result-
ed independently from the desire of municipalities for recognition, it is clear from the documents
and from interviews that the O’Connor Commission is the direct precursor to the formalization

of co-operation between the RCMP and CSIS.

The Major Commission into the Air India bombings and the subsequent investigation had
related, but with somewhat different conclusions. The lesson of Air India seemed to be that the
RCMP and CSIS co-operated poorly by failing to share information, by duplicating threat assess-
ment structures in inefficient ways, and by failing to appreciate the differences between intelli-
gence and evidence (Major 2010). The major challenge for the RCMP’s national security opera-
tions, in light of these reports, was to figure out how to co-operate enough to avoid another Air

India, but in ways that would prevent another Maher Arar.

TrRENDS IN NATIONAL SECURITY POLICING

i. Formalization

Several trends are clear from the foregoing institutional history. The first is the trend to
formalization. The creation of the INSETs after 9/11, and the restructuring of the relationship be-
tween CSIS and the RCMP after the Arar investigations, both have the intention of making sure
that all stakeholders are part of decision-making, but that none oversteps its boundaries. Several
interviewees noted that this trend to formalization meant that co-operation in national security

policing in Canada has become more process driven. They highlighted the importance of formal-
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ization in making sure that all laws, rules, and regulations are followed (anonymous interviews,
2013). However, what the trend to formalization means for informal co-operation remains un-
certain. Research in other jurisdictions suggests that much policing co-operation happens at the
informal, rather than the formal, level (Guille 2010; Yon 2010; see also Dunton and Kitchen 2014).
Personal contacts play a pivotal role, and while formalization associated with centralization
(such as the MOU between CSIS and the RCMP) may serve to limit informal contacts, formaliza-
tion associated with integration (such as the INSETs) may, in fact, increase opportunities for trust
building and informal information sharing. Sheptycki and Bowling (2012) call this the difference
between “law in books” and “law in action” (42). Integration may create the conditions of possi-

bility for informal co-operation.

ii. Co-ordination

A clear stated goal of the Common Framework for National Security is the co-ordination of
media engagements, political briefings, and extra-territorial national security criminal investiga-
tions (Canadian Association of Chiefs of Police 2007, 11). One interviewee noted the importance
of new skills in national security investigations that members of municipal police departments
seconded to INSETs learn and then take back to their home law enforcement organizations
(anonymous interview, 2013). Such skills building may be important to avoiding breaches of pro-
tocol and ethics; Falconer and Mathai (2006) directly connect the lack of trained national security

investigators after 9/11 with the errors that led to Maher Arar’s rendition.

However, the goal of speaking with one voice may have its dangers as well. The Major Com-
mission notes that Government representatives spoke with one voice before the Commission,
meaning that even when there were known differences of opinion, the Commission could not
always get a handle on what they were (Major 2010, 6). Given that the Chiefs of Police also man-
dated to speak with one voice, productive disagreement may disappear in the face of institution-
al protection. This is dangerous not merely because it hides disagreements. A group that seeks to
find a single message is also in danger of coming to think the same way. Security professionals

are already prone to seeing the world through a single lens; applying a national security frame is



TSAS: Kitchen 15 3

»

not always appropriate. As security officials are trained in similar ways to create common rules
and procedures, and become subject to groupthink, they are likely to begin analyzing problems
in similar ways and proposing particular kinds of (national security) solutions (Bigo 1996; see
also Kitchen forthcoming). It does not benefit Canada at large when everyone thinks the same
way. An example of this kind of danger emerged during the G20 in Toronto, when intelligence
and training documents blurred the distinctions between protesters, anarchists, and terrorists; an
after-action review argued that one of the reasons the G20 protest turned violent was that police

officers were primed to expect it (Kitchen and Rygiel n.d.).

iii. Information gathering and sharing

A third clear trend, and a by-design outcome of the push to the creation of integrated insti-
tutions, is the gathering of more and more information about Canadian citizens and foreigners.
While information gathering by CSEC has been particularly controversial lately (Freeze 2013),
there are more general risks to the accumulation of data. One interviewee, when asked to com-
ment on the diagnoses of the problem of terrorism as one of “connecting the dots”, noted that it
was instead more like identifying a single grain of sand in a windstorm (anonymous interview,
2013). Having more data does not necessarily make information easier to find. In fact, it may
make it harder. More data shared more widely means that errors may be magnified before they
can be corrected (Citron and Pasquale 2011). There is a risk to citizens, then, of gathering too
much data. There is some evidence that the RCMP’s national security program faces these prob-
lems associated with data gathering. A report from the Privacy Commissioner in 2008 found that
RCMP databanks of files exempt from public access were not being reviewed on a regular basis
as required by law, and that fifty percent of the files in the audit sample that classified as exempt
for reasons of national security ought not to have remained in the databank (Office of the Privacy

Commissioner of Canada 2008).

Relatedly, the integration of data and of institutions has not been widely matched by an
integrated review and complaints mechanism. The O’Connor Commission report recommended

the creation of a new, integrated review mechanism be created, allowing citizens a one-stop shop
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for complaints, and a mechanism that could review integrated operations (O’Connor n.d., 22).
This was re-iterated in a Special Report to Parliament from the Privacy Commissioner’s Office in
January 2014, which re-iterated the importance of implementing the findings of the Major and
O’Connor Commissions, and also of matching co-operation among intelligence agencies with
co-operation among review boards (Office of the Privacy Commissioner of Canada 2014). This is
a clear gap in government accountability mechanisms, which makes it harder for citizens to com-

plain about their government, and harder to achieve necessary democratic oversight.

CONCLUSION

The overwhelming take-away point from this research is that the evaluation of counter-ter-
rorism from a critical perspective must be more tentative and less definitive than the evaluation
of counter-terrorism from a rationalist perspective. It is very difficult to evaluate a counter-terror-
ist policy on the basis of whether or not it reduces terrorism or terrorist activity. The failure of ra-
tional calculus, the securitizing discourses that surround most counter-terrorism policy, and the
fact that counter-terrorism policy can have unintended outcomes all mean that such perspectives
are rendered meaningless from a critical perspective. The logic of security and the politics of
security research, together with the inherent biases of the researcher, will all influence outcomes.
No two attempts at evaluating effectiveness will be exactly the same, because the researcher and
the objects and subjects of research will face different circumstances. Critical effectiveness re-

search may not be replicable, but it can be systematic and transparent.

A critical perspective makes it clear that understanding the technical or managerial aspects
of effectiveness is insufficient without understanding societal effects. If, as much of the literature
has hypothesized, the war on terrorism is a generational struggle, then we must take into account
both short and long-term effects of policies and institutional arrangements. In Canada, we are
only just beginning to understand the implications of all the institutional changes we enacted af-
ter 9/11. There is much we do not know, and much we may never know. Initial research suggests
that while we may have successfully corrected some of the excesses of the immediate post-9/11
period, and some of the errors of the Arar investigations, more subtle and insidious effects relat-

ed to formalization, co-ordination, and information gathering may yet exist.
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